NOVEMBER 9, 2011 LNPA WORKING GROUP APT ACTION ITEMS ASSIGNED:

NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:
· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL
· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL
· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL
· ALPHA CHARACTERS INDICATE WHETHER ACTION ITEM WAS ASSIGNED TO APT (“APT”) OR FULL LNPA WG (“LNPAWG”)
· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER

NEUSTAR ACTION ITEMS:

110911-APT-01:  At the November 9, 2011 LNPA WG APT meeting, the group agreed
that support for non-EDR would be grandfathered for existing Service Providers until such time that support will be sunsetted at the end of 2Q2012.  Neustar will develop a Change Order for the sunsetting of non-EDR support for review at the January 2012 LNPA WG APT meeting.

110911-APT-02:  Neustar will develop a list of key questions to assist Service Providers
in their internal discussions of NANC 372 – Alternative Interface – in order to drive future discussions and requirements development.  See related Action Item 110911-APT-03.

NOTE:  This Action Item has been completed.  See attached list of questions provided by Neustar and sent out over the LNPA WG distribution list.


		

SERVICE PROVIDER ACTION ITEMS:

110911-APT-03:  Service Providers are to come to the January 2012 LNPA WG APT
meeting prepared to discuss NANC 372 – Alternative Interface – and provide any available internal feedback on the attached key questions provided by Neustar.  See related Action Item 110911-APT-02


		

ACTION ITEMS REMAINING OPEN FROM PREVIOUS APT MEETINGS:

NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:
· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL
· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL
· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL
· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER

NEUSTAR AND TELCORDIA ACTION ITEMS:

051011-16:  Neustar and Telcordia will create a list of Vendor (ITP) and Service Provider
regression test cases, identify which are Vendor (ITP) and which are regression or which are both, determine which are conditional, and which apply to the following four categories:
1. New Service Provider and New Vendor,
2. New Service Provider and Experienced Vendor,
3. Experienced Service Provider and New Vendor,
4. Experienced Service Provider and Experienced Vendor.

The status of this work effort will be provided on the June 14, 2011 APT conference call and at the APT portion of the July 2011 LNPA WG meeting.

November 9, 2011 meeting update:  Item remains Open and ongoing.  At the July 12, 2011 APT meeting, a sub-team was formed made up of John Nakamura (Neustar and sub-team lead), Jim Rooks (Neustar), Pat White (Telcordia), Lisa Marie Maxson (Telcordia), John Malyar (Telcordia), Kayla Sharbaugh (Telcordia), Suzanne Addington (Sprint Nextel), Karen Fahrenbruch (CenturyLink), Renee Dillon (AT&T Mobility), Linda Peterman (Earthlink), Jim Seigler (DSET), and Gary Sacra (Verizon).  Separate conference calls are being held to review and revise the test plans.

091311-APT-02:  As a part of the effort to review and update the Vendor ITP and Service
Provider Turn-up Test Plans, the APT Test Plan Sub-team will identify to the full LNPA WG any functionality that is recommended for consideration to be sunsetted.

November 9, 2011 meeting update:  Item remains Open.
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NANC 372 Discussion Questions.docx
As a part of our ongoing discussion on NANC 372 – Alternate NPAC Interface, Neustar agreed to put together a list of questions to assist providers with discussions within your company.  As a part of Action Item 110911-APT-02 please review these internally and provide responses for our NANC 372 discussion in the January 2012 LNPA WG APT meeting.



Current working assumptions:



1. SOA and LSMS functionality will be implemented.

1. The interface protocol will be HTTPS and the data encoding will be XML

1. The interface will be non-session based (authentication on each request).

1. The interface will be connection-less.

1. The interface will push messages in real time.

1. Security will be HTTPS where NPAC generated key are distributed to providers.

1. Recovery will be enhanced to deliver messages until successful.



Areas where decisions need to be made by LNPA WG:



1. Should the interface protocol be SOAP or HTTPS?

1. Should the interface data encoding be XML or JSON?

1. Should the interface be connection oriented or connection-less?

1. Should the interface be session based (like the CMIP interface) or single request (like most web traffic)?

1. Should this be a push interface (like the CMIP interface) or should it be a pull/poll interface where providers ask the NPAC if there are any new transactions/messages for them?

1. Should the interface security be a digital signature (like CMIP) or HTTPS where the entire message is encrypted including client authentication?

1. Should recovery of missed data be SWIM based (like CMIP) or should the NPAC constantly attempt to send until successful delivery?

1. How can create/modify/delete notifications be enhanced to make them more efficient?
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